, CISOtools es una solucidon disefada especificamente para
SISTEMA DE GESTION apoyar a los CISO (Chief Information Security Officers) y
DE SEGURIDAD DE LA consultoras en la implementacidn, gestién, mantenimiento
INFORMACION (SGSI) y mejora continua de un Sistema de Gestion de Seguridad
de la Informacidn (SGSI). Su enfoque esta alineado con los
principales marcos normativos de ciberseguridad.
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GESTION DE ACTIVOS
GESTION DE PERSONAS
GESTION DOCUMENTAL
REGISTROS OPERATIVOS
GESTION DE CONTRASENAS
o | | e || EVALUACION DE RIESGOS
e = CUMPLIMIENTO NORMATIVO

BENEFICIOS PARA EL CISO

Administracion integral del SGSI en tiempo real

Adaptabilidad a distintos sectores: publico, privado, financiero, tecnolégico, etc.
Preparacion eficaz para auditorias internas y externas

Planificacion de tareas requeridas para cada normativa

Reduccién del esfuerzo documental y administrativo

NORMATIVA APLICABLE
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CALENDARIO SGSI

Planificacion anual de actividades clave como
revisiones, auditorias, simulacros, y
actualizaciones normativas

GESTION DE PERSONAS

Control de roles, responsabilidades, accesos y
formaciéon del personal implicado en |la
seguridad de la informacion.

REGISTROS DEL SGSI

« Pruebas de continuidad de negocio
« Pruebas de recuperacion de copias
« Incidentes y eventos de seguridad
« Solicitudes y peticiones internas

« Formaciones y concienciacién

« Auditorias y revisiones

« Control de cambios

« Otros registros del SGSI

Resumen auditoria ISO 27001
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CUMPLIMIENTO NORMATIVO

Mapas de control y evidencias para demostrar
conformidad con los requisitos de ENS, DORA,
NIS2 e ISO 27001.

Information Security

https://hardlink-security.com

GESTION DE ACTIVOS

Inventario detallado de activos fisicos, digitales y
l6gicos, con categorizacion por criticidad,
propietario y ubicacion.

GESTION DOCUMENTAL

Gestion total de politicas, procedimientos,
instrucciones técnicas y evidencias, con
control de versiones y trazabilidad

HARD LINK SECURITY

GESTION DE CONTRASENAS

Moédulo seguro para el almacenamiento vy
control de credenciales criticas, con alertas de
caducidad y buenas practicas.

EVALUACION DE RIESGOS

Herramientas para identificar amenazas,
vulnerabilidades y calcular el nivel de riesgo
de forma automatizada.

INTEGRACION CON

« Herramientas de IA propias

« Conexidn con SOC

. Herramientas de ciber inteligencia propias
« APIs de terceros
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